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ABSTRACT 

Even though Andhra region in India has excess number of English medium educational institutions 

and English at least as one subject at school and college levels, but 70% of the students, management, 

Teaching and Non-teaching Faculties do not have required global quality and quantity of 

communicative skills in English resulting in low employment opportunities in global sectors in India 

itself.   There is no proper idea with the majority of teaching faculties about what, which and how are 

the foundations of Spoken English. As such, in this research paper the basic foundations which the 

non-native and second language speakers need for acquiring excellent Spoken English has been the 

focal point.     

Keywords: Spoken English; Communicative skills; Foundations; Faculty; Students; Engineering; 

Management; Colleges  

INTRODUCTION 

Globalization and Liberalization motivated Indians to acquire communicative skills. Spoken English 

has become the international language for communication. When we talk about the communication 

skills, we mean Business English and spoken English for communication. In some situations non-

verbal communication skills and body language may serve as an alternative to spoken English, but in 

the scientific environment we need to use a perfect spoken English language. A perfect communication 

in International Business situations requires excellent speaking skills, Listening skills, writing skills 

and reading skills. English Language Teaching has a lot to say about how to learn English as a spoken 

language in order to understand people and yet allowing people to understand you. Speaking fluent 

English is a common problem in Andhra region.  

DATA ANALYSIS 

120 students of Engineering and Business management were selected randomly who  are non-native 

English speakers in Andhra region and  grouped them into two namely Team-A and Team-B, and then 

started conducting three hours daily training for 40 days separately.  Team –A was trained without 

foundation of spoken English and Team-B was first trained for 3 days with foundations of spoken 

English prior  40 days intensive training, only after that  both the teams were given  40 days spoken 

English training together.  

Eight Scientific Learning Foundations Of Spoken English 

1. Try to speak in English even if it is hard, slow and a bit wrong: Every human being in 

trying to do a new thing which was not done before finds it hard and slow.  So in the same 

way, in the initial stages of learning to speak English, the Non-native English speakers and 

second language English speakers like Indians always find the same difficulties, because they 

do not have the habit of speaking in English. In trying to speak English, many mistakes always 
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do happen because the learners are not yet perfect in initial stages. It natural for every human 

being to speak a bit wrong in trying to speak in a new language that   not yet mastered. New 

language Learning Human beings are not computers or soft-wares to perform accurately, 

speedily and without committing mistakes. 

2. Try to think in English, dream in English and Understand in English even if it is hard, 

slow and a bit wrong: Our Intelligence quotient - IQ and Emotional Intelligence quotient-EQ 

must be in English medium instead of Mother tongue language, this transformation in Non-

native and second language speakers is possible only by thinking, understanding and dreaming 

in English itself, only then the mouth automatically utters speech sounds in English habitually.  

3. Do not translate English into your mother tongue: The grammar translation method of 

English language Teaching is failure method in Andhra Pradesh, even though “The first 

Language is maintained as the reference system in the acquisition of the second language.” 

(Sten 1963:455). More time is wasted in translating into English into mother tongue. When we 

look at the grammar, the Tenses of  Telugu are not totally equal to Tenses of English, for 

example in the sentence “ I eat cake”  ( Present tense sentence in English ) is generally  

translated into telugu as” Nenu cake thinntanu” which means  “I will eat cake” ( Future 

tense in English but present tense in Telugu language )  These kind of inequalities  between 

Telugu  and English  language  confusion  resulting imperfect acquisition of  spoken English. 

4. Do use only sentences instead of single words: When the learners use single words, then  no 

mistakes are committed during speech production, but in trying to speak new language 

sentences, many mistakes are committed, when mistakes are committed, only then they can be 

corrected in the learning stage itself, so that next time onwards care is self taken, normally 

humans correct themselves by two or three times until they get habituate to  speak correctly  

and above all,  vocabulary is built in usage of sentences in place of single words.  

5. Make use of mouth, ears, mind and heart simultaneously in spoken English Training: 

When learners speak using mouth, then they themselves hear their own speech sounds 

transmitted to mind having co-relation with heart to check if what is intended to speak is 

spoken properly or not. This type of learning facilities quick learning resulting in habitual 

speaking of English, especially if we try to live in society of people who speak only English. 

6. Use American grammar and American English instead of British English: American 

English is quick, easy; hassle free with flexible grammar rules. Americans use more auxiliary 

verbs like DO, DID and DOES . The American English past form of verb is expressed as 

“Did write” instead of ”Wrote “and “Did see” instead of “saw”.  When the subject is in the 

third person singular the verb form is expressed as  HE DOES WRITE /MARY DOES 

WRITE instead of HE WRITES/ MARY WRITES  The stair case intonation pattern of 

speech used by Americans can be easily acquired.  

7. Use Creative Eclectic method of English language Teaching and Learning: The word 

Eclectic means “choosing freely from various sources” such as SOS Method, communicative 

method, role play method, CALL method, suggestopedia method and direct methods as there 

is no right method of teaching English. Do not feel shy to habituate to speak in English. Group 

learning is to be adopted.  

8. Try to imitate Americans: Remember how you have learnt to speak mother tongue in early 

childhood days without reading and writing.  Elementary Education, reading skill and reading 

skill may not be pre-requisites for acquiring spoken English skills. Even now, Australia and 

South America has many uneducated nomadic tribes who speak only English but cannot read 

and write.    Constant imitation and drilling the speech patterns results in habit formation in the 

same way. Grammar must learn in creative deductive and inductive method like Americans.  
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FINDINGS 

The important research findings have been identified in the spoken English Training conducted for 120 

students and they are as follows 

1. Team A consisting of 60 students who were   trained without the foundations found the spoken 

English training  difficult, displayed fluctuating  confidence levels and some were confused,  

unawareness of foundations was the root cause  of slow learning. Some thought that spoken 

English training is academic English subject which requires no practice. Team- A learners 

were slow in both acquiring and retaining the spoken English skills in spite of being well 

trained in new scientific methods of English language teaching. 

2. Whereas Team B consisting of remaining 60 students who were trained in foundations found 

the spoken English training easy, creative and interesting, awareness, inspiration and 

motivating foundations played an important role acquiring and retaining the spoken English 

skills. 71% the Team B learners quickly acquired spoken English and are able to habitually 

speaking English.  

CONCLUSION 

In order to build a building, as first we need to lay foundation, which has to be strong and firm, if the 

foundation is weak then the building is also weak. Otherwise it cannot add more number of floors 

above, the strength of the building depends on the foundation, on which it stands. In the same way if 

non-native speakers, second language speakers and Andhra region people want to acquire excellent 

communicative skills in English, then first proper organized foundation is need , without being aware 

of Learning foundations if adults Non-native speakers learn to speak English, it takes much time and 

finally leads  to confusion. The above described eight scientific foundations serve best in learning to 

acquire spoken English skills in a short period. 
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ABSTRACT 

Cloud computing is attracting huge attention from both the academic and commercial fields thanks to 

its provision of vast amounts of shared computing resources for Internet users. However, moving 

private or sensitive data and their related processing into clouds while offering data owners no 

physical and only limited digital control raises serious concerns about data security. Thus, this 

research work aims to develop a new cryptographic framework to secure data and related processing 

in the cloud so as to enable users to enjoy the tremendous benefits of cloud computing while ensuring 

their data remains protected. 

Keywords: Component; Cloud  Computing; Homomorphic; Encryption; Field Homomorphism 

INTRODUCTION 

Cloud computing provides a hub of IT resources and computation power to its clients as services are 

delivered through the Internet. Gartner [1] has defined cloud computing as a style of computing where 

massively scalable IT-enabled capabilities are delivered ‘as a service’ to external customers using 

Internet technologies. According to the National Institute of Standards and Technology (NIST) in the 

USA, Cloud computing is a model for enabling ubiquitous, convenient, on-demand network access to 

a shared pool of configurable computing resources like networks, servers, storage, applications, and 

services that can be rapidly provisioned and released with minimal management effort or service 

provider interaction [2]. Cloud computing comprises of four deployment models: private cloud, 

community cloud, public cloud and hybrid cloud. These deployment models provide three kinds of 

service: Infrastructure as a Service (IaaS), 

Platform as a Service (PaaS), and Software as a Service (SaaS). IaaS is the foundation of all cloud 

services, with PaaS built upon it and SaaS in turn built upon PaaS [1]. These services have five 

essential characteristics which are on-demand self-services, broad network access, resource pooling, 

rapid elasticity, and measured service [2]. 

Due to such characteristics, controlling the security issues of the outsourced data in cloud 

environments is very challenging.. Thus, this research work will approach the problem by creating a 

new cryptographic framework that can protect data both in cloud storage and cloud-based applications. 

The implementation of such a framework enables users to enjoy the tremendous benefits of cloud 

services while at the same time having their data protected. 
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The organisation of the rest of this paper is as follows. Section II provides background information 

about Cloud Computing and some relevant areas surrounding its security. Section III sets out the 

research framework for our proposed solution. Section IV discusses our research contributions, 

followed by our methodology in Section V. The final Section briefly presents our conclusions. 

OBJECTIVES 

The project objective will be achieved by examining the current approaches to securing data in storage 

and the way it may be processed by cloud-based applications through the implementation of 

homomorphic encryption. Field homomorphisms will be deeply explored and studied as their 

properties preserve the structure of two fields under the basic arithmetic operations, i.e. addition, 

subtraction, multiplication, and division. This characteristic is essential in order to allow an Arithmetic 

Logic Unit (ALU) in the cloud Central Processing Unit (CPU) to arbitrarily process encrypted data. 

A breakdown of the project objective is provided below: 

 Development of a scheme that can secure data and allow processing by an applications 

including:  

 Providing confidentiality, integrity and reliability as data remain in encrypted form at all levels 

of processing, i.e. in storage, when retrieve and processed, and when output if produced;  

 Assessing its ability against potential attacks such as ciphertext and known attacks.  

 Exploration of homomorphic encryption schemes to enable computing on the encrypted data 

by deeply concentrating on field homomorphisms as they preserve the structure of two objects 

operated on using the basic arithmetic operations.  

 Integration of the above methods to produce the proposed framework that allows arbitrary 

computing on encrypted data. 

 Implementation and evaluation of the framework in a Cloud computing environment. 

Cloud Computing  

A.  Cloud Benefits 

Cloud Computing provides tremendous benefits to its clients who may have limited IT capabilities and 

resources to run their business. The benefits promised by clouds include cost reduction due to the 

reduced upfront corporate investment needed and simplified management, since some of the 

responsibilities for managing the service now lie with Cloud provider. Furthermore, the cloud provides 

some essential features including on-demand self-service, resource pooling, rapid elasticity, scaling 

and effective management [3].  

B.  Cloud Security Challenges 

Sengupta et al. [4] argue that the main security challenges for the cloud exist within the cloud 

infrastructure, and relate to software platform and user data, together with access control and identity 

management. Physical data centre security and processes also play an important role for securing the 

cloud. In the meantime, the common security issues of cloud computing can be divided into four main 

categories. 

1. Cloud infrastructure, platform and hosted code: This comprises concerns related to possible 

virtualization, storage and networking vulnerabilities.  

2. Data: This category comprises the concerns around data integrity, data lock-in, data remnant, 

provenance, data confidentiality and user privacy.  

3. Access: This comprises the concerns about cloud access (authentication, authorization and 

access control, i.e. AAA), encrypted data communication, and user identity management.  
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4. Compliance: Because of their size and disruptive influence, the cloud is attracting attention 

from regulatory agencies, especially around security auditing, data location, operation 

traceability and compliance.  

The security of data is an essential part of security concerns and should be considered carefully 

because clients who are interested in using cloud services effectively need to outsource their data to the 

cloud storage provider. However, moving private or sensitive data and their related processing into 

clouds with no physical and limited digital control by the clients raises serious concerns about data 

security.  

C.  Overview of Existing Solutions of the Challenges 

A large scale of research from academic, enterprise and personal perspectives has been conducted to 

overcome security threats in cloud computing. Consequently, a large number of research findings have 

been produced, which concentrate on various facets of the field. For example, data anonymization has 

been used to achieve data privacy [5, 6] and data encryption has been used to accomplish data integrity 

and prevent data loss in cloud storage [7]. These results will be summarised in the following sub-

sections. 

1)  Data Encryption and Related Problems 

To ensure data integrity in clouds, data needs to be protected using strong encryption mechanisms like 

the RSA encryption algorithm. This can be achieved through the widely used Public Key Infrastructure 

(PKI) approach.This form of encrypted data stored in the cloud is good for storage but rather costly to 

process [1]. This argument is also supported by other researchers who attempt to avoid the use of 

primitive encryption schemes to protect data [3, 7, 8, 9, 10, 11]. Chan [12] argued that the difficulty of 

processing data in an encrypted form has long been a significant barrier to the widespread use of 

encryption in data storage applications since many applications require a significant level of 

processing on the data storage servers.  

Wang et al. [9] argue that primitive cryptography cannot be directly adopted since users have lost 

control over their data. They further added that a cloud is not just a third party data warehouse since 

data in the cloud is frequently updated [9]. 

According to Gentry [13], encrypting one’s data seems to nullify the benefits of such data storage 

servers like clouds.Furthermore, from the cloud’s point of view, encrypting data in cloud storage 

prevents the data from being processed by the SaaS or PaaS applications such as Salesforce.com or 

Google Apps. Moreover, encryption may not be suitable since this technique prevents indexing or 

searching of the data [3]. Though such problem has received serious attentions from a number of 

researchers [14, 15, 16, 17, 18, 19] working on searchable encryption, the proposed solutions still have 

limitations and need further improvements in order to be implemented effectively in a cloud 

environment [16, 17, 18]. Such query limitation and cost overhead are inevitable once normal 

encryption has been implemented [8]. Another related problem of data encryption is cryptographic 

overhead which is extremely high even for simple encryption operations [11]. As a result, current 

research tries to find out other suitable techniques such as the use of data fragmentation and data 

concealment in order to preserve the privacy of the data. 

2)  Alternative Methods and Related Problems 

The difficulty of processing data in an encrypted form has led reseachers to come out with other 

techniques, such as through the use of interaction [20, 21, 22, 23, 24, 25, 26], programme obfuscation 

[20, 26, 27], data and file fragmentation [3, 8] and data concealment [10]. Sahai [20] has proposed a 

solution based on how interaction and secure hardware can help to compute encrypted data. On the 

other hand, he also proposed the use of secure tamper-proof hardware. Secure tamper-proof hardware 

is a device that implements some functionality in a “black-box” manner, so that the holder of the 

device can only query the device with some input and receive some output from the device.. Indeed, in 

his joint work with Barak, Goldreich, Impaggliazzo, Rudich, 
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Vadhan, and Yang, they show that encrypt programs (program obfuscation) are in general impossible 

[20]. 

Mahmood [3] proposed a method of data fragmentation and suggested to limit the amount of data that 

should be decrypted for processing in the cloud. Similarly, Tian et al. [28] have conducted research to 

improve the assurance and scalability of heterogeneous distributed systems by dividing storage servers 

into different server groups and developing a file fragmentation and allocation approach. In other 

research work, Delettre et al. [10] have proposed a data concealment component to solve the issue of 

the confidentiality of data stored in cloud databases since they argued that ciphering mechanisms are 

not sufficient to guarantee strong confidentiality of data.  

3)  Current solutions and related problems 

As alternative methods have such significant drawbacks, other techniques are required to protect data 

and its related processing in the cloud. Thus, a significant amount of current research has been 

conducted by utilizing Homomorphic Encryption [12, 13, 20, 21, 24, 27, 29, 30]. Homomorphic 

encryption has been utilized as it is a special class of encryption function which allows encrypted data 

to be operated on directly without the need for any knowledge about the decryption function [12]. 

Homomorphic encryption can be defined as follows. 

Definition 1: Homomorphic Encryption [12]. Suppose __(∙) is an encryption function with a key _. 

Then __(∙) is homomorphic with the operator if there exists an efficient algorithm Alg such that 

__ __(_), __()_ = __(_  ). (1) 

This salient feature has brought enormous contributions to solutions to the problems identified earlier. 

Gentry [13] has proposed a fully homomorphic encryption scheme (FHE). He defines ‘fully’ as having 

no limitation on what manipulations can be performed. This scheme lets anyone manipulate what is 

encrypted even without knowing the decryption key. However, this approach is computationally 

expensive, and it also seems to be less efficient than the lattice-based scheme also proposed by Gentry 

a year earlier [13]. 

Sahai [20] argues that one of the central open problems in cryptography today is the so-called doubly 

homomorphic encryption question that was raised by Rivest et al. almost 30 years ago. The property of 

such encryption enables arbitrary computations on encrypted data, where the output and all 

intermediate computations remain in an encrypted form. However, virtually nothing is known about 

the existence of such an encryption scheme. Several existing public-key systems are singly-

homomorphic such as RSA, ElGamal and 

Paillier. They only support one homomorphic operation. The previous work of Boneh et al. [21] uses 

techniques from elliptic curve cryptography to construct a system that allows for an arbitrarily number 

of additions and one multiplication. This small additional homomorphic property has already led to a 

number of exciting new constructions [20]. 

Through their research, a homomorphic public key encryption scheme based on finite groups of 

composite order that support a bilinear map has been proposed. Using a construction along the lines of 

Paillier, they obtained a system with an additive homomorphism. In addition, the bilinear map allows 

for one multiplication on encrypted values. Thus, their system supports arbitrary additions and one 

multiplication on encrypted data. This property in turn allows the evaluation of multi-variant 

polynomials of degree two on encrypted values.. Their scheme should be able to evaluate polynomials 

of total degree __ rather than quadratic polynomials. Meanwhile, their scheme is restricted in the size 

of message space due to the need to compute discrete logarithms during decryption [21]. 

As a conclusion, though a homomorphic encryption scheme seems to be one of the potential solutions 

for protecting data through allowing computation on encrypted data, there are still some restrictions 

that need further improvements. Based on this reasoning, we propose this work to enhance and extend 

the current encryption schemes in terms of efficiency, robustness and complexity. 
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Our Framework  

A.  Aim 

The focus of this research project is on securing data and its related processing in a cloud computing 

environment. Normally, users have some control over standalone computing environments but they 

hardly have any control of the cloud where data is stored in remote storage and retrieved and processed 

by cloud-based applications. This makes encryption of data using primitive encryption algorithms 

impractical if the applications cannot deal with the encrypted data. Therefore, the aim of this project is 

to develop a cryptographic framework that can not only protect the data but also enable the data to be 

processed by an application without any need to modify or reveal it. 

B.  Objectives 

The key objective of this research is to propose a new cryptographic algorithm that can protect data 

and its related processing in the cloud applications. Such a scheme should be suitable for 

implementation in cloud computing environments, since data stored in cloud storage always needs to 

be retrieved and processed by the application. 

The project objective will be achieved by examining the current approaches to securing data in storage 

and the way it may be processed by cloud-based applications through the implementation of 

homomorphic encryption. Field homomorphisms will be deeply explored and studied as their 

properties preserve the structure of two fields under the basic arithmetic operations, i.e. addition, 

subtraction, multiplication, and division. This characteristic is essential in order to allow an Arithmetic 

Logic Unit (ALU) in the cloud Central Processing Unit (CPU) to arbitrarily process encrypted data. 

A breakdown of the project objective is provided below: 

 Development of a scheme that can secure data and allow processing by an applications . 

 Exploration of homomorphic encryption schemes to enable computing on the encrypted data 

by deeply concentrating on field homomorphisms as they preserve the structure of two objects 

operated on using the basic arithmetic operations.  

 Integration of the above methods to produce the proposed framework that allows arbitrary 

computing on encrypted data.  

 Implementation and evaluation of the framework in a Cloud computing environment.  

RESEARCH CONTRIBUTION 

In completing these objectives, our work will provide the following novel contributions. 

 An improved homomorphic encryption scheme that enables arbitrary computing on encrypted 

data within cloud environments. So far, existing schemes only support a single operation such 

as RSA, ElGamal or Paillier. Thus, they have limited capabilities to operate on encrypted data.  

 The scheme that enables data to be manipulated by cloud-based applications without the need 

to modify them will be produced. Such a scheme can be created by implementing field 

homomorphisms into the current homomorphic encryption,.This will enhance the existing 

schemes where the applications need to be modified in order to process the encrypted data.  

 The security of the processed data against all parties involved such as third and unauthorized 

parties must be guaranteed since every operation – such as retrieving or processing by cloud-

based applications – must be performed in encrypted form.  

METHODOLOGY  

This research will consist of an analysis phase, a design phase, an implementation phase and an 

evaluation phase. The first phase comprises the literature review of the current research work related to 
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the security issues in cloud computing. This work concentrates on the security of data and their related 

processing in cloud computing environments.  

In the second phase, the requirements determined and analysed in the previous phase will be 

implemented to produce new solutions for the proposed framework. Homomorphic encryption will be 

the underlying technique of the proposed framework produced while field homomorphisms will be 

implemented on it to enable the ciphertext to be operated on using the basic arithmetic operations 

together with Boolean operations.  

The third phase will concentrate on the implementation of the designed framework where the 

framework will be implemented using a real data storage system where data is outsourced, retrieved 

and processed in an encrypted form by the cloud-based applications. This phase will determine the 

compatibility, suitability and functionality of the proposed framework for operating on encrypted data 

with cloud-based applications.  

In the final phase, further evaluation of the implemented framework will be performed by processing 

encrypted data using all of the basic arithmetic operations together with Boolean operations for short 

and long messages. The final evaluation of the scheme will take into consideration the scalability, 

computational overhead and complexity of the functions used in order to ensure that the proposed 

framework is exactly suitable for implementation in a cloud computing environment. 

CONCLUSION 

Homomorphic encryption is gaining increasing attention from various perspectives as cloud computing 

is becoming increasingly popular and changing the way people use IT technology to deal with their 

data. This is due to homomorphic properties which preserve the structure of two objects operated on 

by the basic arithmetic operations. Such a characteristic makes homomorphic encryption one of the 

most suitable encryption algorithms for enabling data in cloud storage to be processed in its encrypted 

form. Thus, in order to overcome these problems, a new homomorphic encryption algorithm that has a 

maximum level of security and less complexity must be introduced. Furthermore, to enhance the 

efficiency of the proposed scheme, it will be implemented in an efficient way, e.g. using secure multi-

party computation. We believe the scheme can be implemented efficiently by leveraging cloud 

computing resources, as the cloud provides a powerful “server” for computation and resources “as a 

service”. 
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ABSTRACT 

In the present paper attempt is made to study the shrubs plant of borsad and surrounding area the 

present work is based on the result of two year. All-embracing study of the plant of this area. The 

present paper deals with total 87 species belonging to 33 families which are a listed along with their 

botanical names, families, local name. 87 plants collected and systematically observed during present 

work, in which 28 species belonging to class dicotyledon and 04 families is monocotyledons 01 is 

Gymnospermum The dominant  families  Malvaceae, Solanaceae, Apocynaceae , Euphorbiaceae,. 

Shrubs plants Used by villagers for different purpose in   Borsad.  

Keywords:  Shrubs Plants;  Borsad Taluka 

INTRODUCTION 

Borsad is located at 22º25’N 72º54’E / 22.42ºN 72.9ºE. It has an average elevation of 30 meters (98 

feet). It is located around 17 km from Anand. Borsad is reach in biodiversity; present study was carried 

out during 2011-13.  The present study deals with diversity of herbs plant in borsad tatuka of Anand 

dist. There was many worked carried in this district In (1994) Joshi enumerated Khambhat taluka for 

his Ph.D. thesis on floristic, Phytosociological and ethno botanical study,   Now days in borsad. There 

were six lane road construction works also going on so this type of advance activities there arises great 

danger to the present flora and which are likely to vanish.    However same status may not remain now 

because of human activities interaction. Gujarat is proud of having her own state level flora. A good 

work was resulted out from Sardar Patel  university of Vallabh Vidhyanagar in the form of Flora of 

Gujarat State by late professor G.L. shah (Shah, 1975); which is the first state of flora of independent 

India. The major compilation   The flora of the Presidency of Bombay  state. Was done by cook (1901-

1908) ). Number of research paper was published on the local flora of Gujarat.   Patel N K (2001), 

Santapau and Janardhanan (1966), Sabnis (1967), Bedi (1968), ,.N.R. Mulia at; al.(2010).R.S. Patel et; 

al.(2010),A.R.Seliya at;al.(2009),Flora of Gujarat is known by the contribution of several plants 

taxonomist Mac (1986) studied flora of Surat district reported 896 Sp. Joshi,(1983) made floristic and 

photochemical survey of South Gujarat forest, The floristic and ecological study of Bhavnagar and its 

surrounding.Pandit and Kotiwar (2002) enumerated 431 Sp. From the Gir forest ecosystem Gujarat. 

Contractor, G.J. (1986). Floristic, phytosociology and ethnobotanical study of Vapi and  Umargaon 

area in South Gujarat,Vapi. 

AIM AND OBJECTIVE OF THE PRESENT WORK 

This study aims to address the shortfalls in site specific baseline information with regards to the 

distribution and description of the major shrubs  plant occurring within the borsad through floristic 

study of the natural vegetation  

1. Floristic study in different villages 
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2. Identification of plants 

3. Economic important of plants in particular selected area 

4. Herbarium preparation and preservation 

5. Seasonal collection of plants   

MATERIALS AND METHOD 

Angiosperm was collected different seasons of the year especially summer, winter and rainy. 

Information of plant species were collected through personal interview with the head of the family in 

selected villages of Borsad taluk, Anand district in Gujarat state. Plant species or location of specimen 

was collected from the person interviewed. Local name , is noted at the time of interview The plant 

and parts of plant material of  shrub was than pressed and made herbarium than identify by using Flora 

of Gujarat, Cook Flora, Bombay presidency. The plants were assigned to their relevant the plants 

prepared and documented 

Study Area 

 

RESULT & DISCUSSION 

Table 1. 

Habit Botanical Name Family Local Name 

S Capparis Deciduas Fdgew.  Capparidaceae Karil Nevti, Kerdo 

S Capparis Spinosa L.  Capparidaceae Caper Plant, Kabar 

S Maerua Oblongifolia (Forsk.) A. 

Rich. 

Capparidaceae Hemkand 

S Abelmoschus Esculentus L.  Malvaceae Lady’s Finger, Bhinda 

S Abelmoschus Micranthus L.  Malvaceae Chikno Bhindo 

S Abutilon Indicum Sweet. Malvaceae Kanski 

S Gossypium Arboretum Var. 

Neglectum L.  

Malvaceae Deshi Kapas 

S Hibiscus Rosa-Sinensis L. Malvaceae Jasund, Jasund 

S Hibiscus Schizopetalus L.  Malvaceae Latkan Jasund 

S Sida Acuta Burn.  Malvaceae Bala  

S Sida Cordifolia L. Malvaceae Maha Bala, Khareti, 

Baladana 

S Helicteres Isora L.  Sterculiaceae Marda Shingi 

S Grewia Subinequalis Dc.  Tiliaceae Phalsa 
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S Grewia Tenax (Forsk.) Fiori.  Tiliaceae Gangeti 

S Triumfetta Rhomboidea Jacq.  Tiliaceae Zipti 

S Citrus Aurantifolia Swingle.  Rutaceae Khata Limbu 

S Murraya Paniculata Jack.  Rutaceae Kamini 

S Balanites Aegyptiaca L. Balanitaceae Ingorio 

S Commiphora Wightii (Arn.) 

Bhandari  

Burseraceae Gugal 

S Zizyphus Rotundifolia Lamk. Syn. 

Z. Nummularia W & A.  

Rhamnaceae Chani Bor 

S Cajanus Cajan (L.) Mill Sp.  Fabaceae Tuver  

S Indigofera Tinctoria L.  Fabaceae Gali 

S Sesbania Sesban Merr. Syn. 

Sesbania Aegyptica Poir.  

Fabaceae Jayanti, Shevri  

S Taphrosia Purpurea L.  Fabaceae Sarpankho 

S Caesalpinia Crista L.  Caesalpiniaceae Kanchka 

S Cassia Angustifolia Vahl. Caesalpiniaceae Sonamukhi 

S Cassia Auriculata L.   Caesalpiniaceae Aval, Avar 

S Cassia Occidentalis L.  Caesalpiniaceae Kasundro  

S Dichrostachys Cinerea (L.) W. & A. Mimosaceae Mor Dhundhiyu 

S Mimosa Pudica L.  Mimosaceae Lajamni, Rishamni 

S Quisqualis Indica L. Combretaceae Barmasi Ni Vel, 

Madhumalti 

S Lagerstroemia Indica L. Lythraceae Chinai Mahendi 

S Lawsonia Inermis L.   Lythraceae Mahendi  

S Punica Granatum L.  Lythraceae Anar, Dadam 

S Opuntia Elatior Mill.  Cactaceae Phafado Thor 

S Hamelia Patens Jacq.  Rubiaceae Hemelia 

S Ixora Coccinea L.  Rubiaceae Rati Nevari 

S Xeromphis Spinosa (Thunb.) Keay 

In Bull Jard.  

Rubiaceae Mindhal 

S Helianthus Annus L.  Asteraceae 

(Compositae) 

Surajmukhi  

S Parthenium Hysterophous L.  Asteraceae 

(Compositae) 

Congressu 

S Plumbago Zylanica L. Plumbaginaceae Chitrak 

S Jasminum Multiflorum (Burm.F.) 

Andra.  

Oleaceae Mogro 

S Jasminum Sambac Ait.  Oleaceae But Mogro 

S Carrissa Congesta Wt.  Apocynaceae Karamda 

S Catharanthus Roseus L.  Apocynaceae Barmasi  

S Ervatamia Divaricata (L.) Burkill.  Apocynaceae Tagar, Chandni 

S Nerium Indicum Mill .  Apocynaceae Karen  

S Rauvolfia Tetraphylla L.  Apocynaceae Sarpgandha 

S Vallaris Solanacea (Roth.) O. Ktze.  Apocynaceae Hinavel 

S Caletropis Gigantea (L.) R.Br.  Asclepiadaceae Dholo Akado 

S Calotropis Procera R. Br.  Asclepiadaceae Nano Ankdo 

S Gymnena Sylvestre (Retz.) Schult. Asclepiadaceae Madhunasi 

S Ipomoea Fistulosa Mart. Ex Choisy  Convolvulaceae Nasharma, Nafatda 

S Cestrum Diurnum L.  Solanaceae The Day Jasmine,Divas 

No Raja 
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S Cestrum Nocturnum L.  Solanaceae Night-Blooming 

Jasmine, Rat Ni Rani 

S Datura Innoxia Mill.   Solanaceae Kalo-Dhaturo 

S Datura Metel L.   Solanaceae Dholo-Dhaturo 

S Solanum Melongena L.  Solanaceae Brinjal, Ringal  

S Withania Somnifera Dunal.  Solanaceae Asvaghandha   

S Tecoma Stans (L.) H.B. & K.  Bignoniaceae Pili Limdi 

S Tecomaria Capensis (Thumb.) 

Spach.  

Bignoniaceae Tilotma 

S Adhatoda Vasica Nees.   Acanthaceae Ardusi  

S Barleria Prionitis L.  Acanthaceae Pilo Kanta Seliyo 

S Thunbergia Erecta (Bth.) T. Anders.  Acanthaceae - 

S Clerodendro Inerme (L.) Gaertn.  Acanthaceae Kadvi Mehndi 

S Clerodendrum Multiflorum 

(Burm.F.) O. Ktze.  

Verbenaceae Arni  

S Duranta Plumier Jecq.   Verbenaceae Damyanti 

S Duranta Repens L.  Verbenaceae Damyanti 

S Lantana Camara Var. Aculeate (L.) 

Mold. 

Verbenaceae Indradhanu  

S Anisomeles Indica (L.) O. Ktze. Lamiaceae 

(Labiartae) 

Chodharo 

S Ocimum Gratissimum L.  Lamiaceae 

(Labiartae) 

Ram Tulsi, Mala Tulsi 

S Acalypha Hispida Burm.  Euphorbiaceae Red-Hot Cat Tail, Biladi 

Ni Puchchh. 

S Euphorbia Heterophylla L.  Euphorbiaceae - 

S Euphorbia Milli Ch.  Euphorbiaceae - 

S Euphorbia Neriifolia L.  Euphorbiaceae Bhungro Thor 

S Euphorbia Nivulia Buch. - Ham.  Euphorbiaceae Vad Thor 

S Euphorbia Pulcherrima Willd.  Euphorbiaceae Lalpatti  

S Jatropha Gossypifolia L.  Euphorbiaceae Vilayati Arandi 

S Kirganelia Reticulate (Poir.) Baill.  Euphorbiaceae Kamboi   

S Pedilanthus Tithymaloides (L.) 

Poir.  

Euphorbiaceae Vilayati Kharsani 

S Ricinus Communis L.  Euphorbiaceae Castor Oil Plant, Arandi  

S Morus Alba L.  Moraceae Shetur 

S Yucca Gloriosa L. Agavaceae Adam Ni Soy 

S Borassus Flabellifer L. Arecaceae 

(Palmae) 

Tad Palm, Tad 

S Pandanus Odoratissimus L.  Pandanaceae Kevra, Ketdi, Kevdo 

S Thuja Orientalis L. Syn. Biota 

Orientalis Endl.  

Cupressaceae Mor Pankhi  

S Zamia Furfuraceae L.  Zamiaceae  - 

The present paper deals with total 87 species belonging to 33 families in which 28 species belonging to 

class dicotyledon and 04 families is monocotyledons 01 is Gymnospermum The dominant  families  

Malvaceae, Solanaceae, Apocynaceae , Euphorbiaceae. 

CONCLUSION 

The classification of vegetation into relatively homogenous units or plant communities remains 

fundamental requirement in the application of resource management practice to any given area as these 
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communities represent ecosystem. The objective of this study namely to classify and describe the 

natural shrub vegetation of Borsad Taluka. A suitable useful local scale to relate the different plant 

could well know indicators of environmental impact and man used. Dicotyledonous were dominant in 

genera wise. in present study some shrubs plant used ornamental purpose are as in table 

Table 2. Ornamental Plants 

Botanical names  Family Habit Common names 

Quisqualis indica L. Combretaceae s Madhumalti 

Hibiscus rosa-sinensis L. Malvaceae S Jasund 

Hibiscus schizopetalus Hk. F. Malvaceae S Latkan Jasud 

Caesalpinia pulcherrima (L) Sw. Caesalpiniaceae S Galtora 

Ixora coccinea L. Rubiaceae S Ratinevari 

Jasminum multiflorum (Burm.f.) Andra.  Oleaceae S Mogro 

Jasminum sambac Ait.  Oleaceae s But Mogro 

Alstonia scholaris (L.) R. Br. Apocynaceae S Saptparni 

sPlumeria obtuse L. Apocynaceae S Champa 

Tabernaemontana divaricata (L.) Br. Ex 

Roemer & amp, J.A. Schultes 
Apocynaceae S Tagar,Chandni 

Thevetia peruviana (Pers.) Merrill Apocynaceae S Pilikaren 

Tecomaria capensis (Thunb.) Spanch. Bignoniaceae S ---- 

Tecoma stans (L.) H.B. & K.  Bignoniaceae s Pili Limdi 

Bougainvillea glabra Choisy in DC. Nyctaginaceae S Bouganvel 

Borassus flabellifer L. Arecaceae S Palm 
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ABSTRACT 

In this architecture, security is a major concern especially in network, host, application, and data 

levels. For specific application for instance in cloud computing that is the major focus in this paper, 

data security is the main concern. Because of diversity in service models which are provided in cloud 

computing, achieving acceptable level of security is very important. These service models are Software 

as a Service, Platform as a Service and Infrastructure as a Service. We have proposed al data security 

model for cloud computing based on separation of security in different category layers. The proposed 

model certifies that our method can improve security levels in service oriented systems, especially in 

cloud computing applications. 

Keywords: Cloud Computing; Data Security 

INTRODUCTION 

The cloud computing operates from the idea that work done on the client side can be moved to some 

unseen cluster of resources on the Internet [1]. Cloud computing applies a virtual platform with elastic 

resources putting together by on-demand provision of hardware, software, and datasets, dynamically 

[2, 3]. Cloud computing leverages its low cost and simplicity to both providers and users [4, 5]. 

In this paper some security concerns in cloud computing especially data security are examined. 

The reminding sections are organized as follows: In section 2, cloud service models and their security 

concerns are reviewed. Section 3 is examined data security models. Then in section 4, a new data 

security model for cloud computing is proposed, and finally in section 5, future works and results are 

discussed. 

OBJECTIVES 

To investigate and critically review the importance of A Novel of data security model for cloud 

computing and understand how the vendors are striving to provide the confidence and security to the 

data of clients  

A breakdown of the project objective is provided below 

1. To review the cloud computing technology and the data storage process across the cloud 

computing 
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2. To evaluate the security requirements for the data storage across the cloud 

3. To review the client requirements with respect to their reliability and security of their data 

stored at the third party vendors 

4. To investigate the security implementations provided by the hosting companies and 

understand how they achieve the confidence of the clients. 

5. To evaluate the roles played by the security professionals with respect to providing security to 

the data of the clients and end users. 

Cloud Computing Service Models and Their Security Concerns 

In this section, cloud service models and their security concerns are discussed. Each service has its 

own security issues. These models are based on different SLAs that are between providers and users. 

A. Software as a Service Model 

In the SaaS model, the user buys a subscription to some software product, but some or all of the data 

and code resides remotely [1] and customers can access to this services via internet. In this model, 

applications could run entirely on the network, with the user interface living on a thin client. 

With SaaS, users must rely heavily on their cloud providers for security [2].  

B. Platform as a Service Model 

This model provides the user to deploy user-built applications onto the cloud infrastructure that are 

built using programming languages and software tools supported by the provider (e.g., Java, python, 

.Net). The user does not manage the underlying cloud infrastructure [3]. PaaS supplies all the 

resources required to build applications and services completely from the Internet, without having to 

download or install software. Also, if the provider goes out of business, your applications and your 

data will be lost. Degree of control by providers is medium and they are only responsible for integrity 

and availability of their services. But usersô responsibility is medium and they are responsible of 

confidentiality and data privacy. For example, users can use their data encryption and authentication 

systems in application level but security in other levels is in the providerôs hands and they must be able 

to guarantee that the data remains secure from other applications. 

C. Infrastructure as a Service Model 

IaaS model lets the development organization define its own software environment [1]. Where SaaS 

and PaaS are providing applications to customers, IaaS doesnôt. It simply offers the hardware so that 

your organization can put whatever they want onto it. This basically delivers virtual machine images to 

the IaaS provider, instead of programs, and the machines can contain whatever the developers want. 

Degree of control by providers is low and they are only responsible for availability of their services. 

But usersô 
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